
 

Cyber Smart Week 2024 

Quiz 
 

1. What does CSW stand for?		 
A. Computer Security Week	 
B. Critical Shift Work	 
C. Cyber Smart Week	 
D. Can’t Stop Walking	 

	 
2. Which of these security controls  

do not mean the same thing?	 
A. 2FA (two-factor authentication)	 
B. MFA (multi-factor authentication)	 
C. 2SV (two-step verification)	 
D. TSF (two-step factor)	 

	 
3. In combination with passwords, what is  

not a form of two-factor authentication?	 
A. SMS security codes	 
B. Authenticator app codes	 
C. Security Key	 
D. Fingerprint scanner	 
E. Security Questions	 

	 
4. What is the recommended best practise  

length for a password (in characters)  
according to the NCSC?	 
A. 24	 
B. 16	 
C. 10	 
D. 8	 

	 
5. What is a 'passphrase'?	 

A. A sentence you speak for voice ID	 
B. A quick way to create a password by 

combining random words	 
C. The answer to a security question	 
D. A password only made up of numbers	 

 
6. How many words should you be using  

for a passphrase to be considered  
a long and strong password?	 
A. Four or more	 
B. Seven or more	 
C. Three – if they’re really long words	 
D. Two is fine	 

 

 
 
 
 

7. What sort of passwords  
are harder for hackers to crack?	 
A. Short and sweet	 
B. Long and strong	 
C. Weird and wonderful	 
D. Wide and tall	 

	 
8. When you perform a software update on 

your cell phone, what else is upgraded 
besides emoji’s and new features?	 
A. Security bug fixes	 
B. My reception	 
C. Installed applications	 
D. Social media apps	 

	 
9. If you or someone you know experiences  

an online security incident, who should  
you report to?	 
A. 911	 
B. Your Mum	 
C. CERT NZ 		 
D. No one	 

	 
10. Fill in the blank: Upgrading to two-factor 

authentication adds another layer of 
_____________ to your accounts?	 
A. Backups		 
B. Cream cheese	 
C. Support	 
D. Security		 

	 
11. 	Limiting the amount of personal 

information shared online and thinking 
about who you’re sharing it with,  
can help you protect your….	 
A. Online privacy	 
B. Social status	 
C. Payment information	 
D. YouTube subscribers	 

	 
12. 	What is the best way to help  

stay secure online? 
A. Long, strong and unique passwords	 
B. Enabling two-factor authentication	 
C. Protecting your personal information 

(who and what you’re sharing) online	 
D. Updating devices and apps regularly	 
E. Thinking before clicking on any links and 

attachments	 
F. All of the above	 
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